CS 373: Combinatorial Algorithms, Fall 2002

http://www-courses.cs.uiuc.edu/"cs373
Homework 5 (due Thur. Nov. 21, 2002 at 11:59 pm)

Name:
Net ID: Alias: U3yl
Name:
Net ID: Alias: U3, 1
Name:
Net ID: Alias: U3, 1

Neatly print your name(s), NetID(s), and the alias(es) you used for Homework 0 in the boxes above.
Please also tell us whether you are an undergraduate, 3/4-unit grad student, or 1-unit grad student
by circling U, 3/, or 1, respectively. Staple this sheet to the top of your homework.

Required Problems

1. (10 points) Given two arrays, A[l..n] and B[l..m| we want to determine whether there is an
i > 0 such that B[1] = A[i + 1|,B[2] = A[i + 2],...,B[m]| = A[i + m]. In other words, we want
to determine if B is a substring of A. Show how to solve this problem in O(nlogn) time with
high probability.

2. (5 points) Let a,b,c € Z*.

(a) Prove that ged(a,bd) - lem(a, b) = ab.
(b) Prove lem(a, b, ¢) = lcm(lem(a, b),c).
(c) Prove gecd(a, b, c)lcm(ab, ac,be) = abe.

3. (5 points) Describe an efficient algorithm to compute multiplicative inverses modulo a prime
p. Does your algorithm work if the modulos is composite?

4. (10 points) Describe an efficient algorithm to compute F,, mod m, given integers n and m as
input.
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5. (10 points) Let n have the prime factorization p’fl p’§2 e pft, where the primes p; are distinct
and have exponents k; > 0. Prove that

B(n) = pri_l(pi —-1).

Conclude that ¢(n) can be computed in polynomial time given the prime factorization of n.

6. (10 points) Suppose we want to compute the Fast Fourier Transform of an intger vector
P[0..n—1]. We could choose an integer m larger than any coefficient P[i], and then perform
all arithmetic modulo m (or more formally, in the ring Z,,). In order to make the FFT
algorithm work, we need to find an integer that functions as a ”primitive nth root of unity
modulo m”.

For this problem, let’s assume that m = 2%/2 + 1, where as usual n is a power of two.

(a) Prove that 2" =1 (mod m).

(b) Prove that ZZ;& 2% =0 (mod m). These two conditions imply that 2 is a primitive nth
root of unity in Z,,.

(c) Given (a), (b), and (c), briefly argue that the "FFT modulo m” of P is well-defined and
be computed in O(nlogn) arithmetic operations.

(d) Prove that n has a multiplicative inverse in Z,,. [Hint: n is a power of 2, and m is odd.]
We need this property to implement the inverse FF'T modulo m.

(e) What is the FFT of the sequence [3,1,3,3,7,3,7,3] modulo 17?7

7. (10 points) [This problem is required only for graduate students taking CS 373 for a full unit;
anyone else can submit a solution for extra credit.]

(a) Prove that for any integer n > 1, if the n-th Fibonacci number F;, is prime then either
n is prime or n = 4.

(b) Prove that if a divides b, then F;, divides Fj,.

(c) Prove that gcd(Fy, Fy) = Fyeq(ap)- This immediately implies parts (a) and (b), so if you

solve this part, you don’t have to solve the other two.
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Practice Problems
1. Let a,b,n € Z \ {0}. Assume gcd(a,b)|n. Prove the entire set of solutions to the equation
n = azx + by

is given by:
tb ta

I ={zo+ —0yo— —2 .
ot (@)Y ged(arb)

te Z}.

2. Show that in the RSA cryptosystem the decryption exponent d can be chosen such that de = 1
mod lem(p — 1,9 — 1).

3. Let (n,e) be a public RSA key. For a plaintext m € {0,1,...,n — 1}, let ¢ = m® mod n be the
corresponding ciphertext. Prove that there is a positive integer k£ such that
k
€

m® = m mod n.

For such an integer k, prove that

Is this dangerous for RSA?

4. Prove that if Alice’s RSA public exponent e is 3 and an adversary obtains Alice’s secret
exponent d, then the adversary can factor Alice’s modulus n in time polynomial in the number
of bits in n.



